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ENSURING RESILIENCY & BUSINESS CONTINUITY


Kronicles provides a comprehensive suite of enterprise-class data protection solutions that gives you a reliable and affordable solution that replicates and restores instantly. 

The solution simplifies your backup and disaster recovery needs by managing any type of workload and storage tier in a single, fully managed per-per-use service, giving you a peace of mind to focus on your core business. 

Scale your data protection storage needs seamlessly based on your company’s policies and compliance requirements, without risks or disruptive upgrades and migration of data.
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BENEFITS
· Consistencies of application data are ensured, increase backup performance, and reduction in backup size.
· Deduplicate backups across the entire backup repository, regardless of platform.
· Policy-Based Protection: Automatically back up to protect data and replicate machines that match policy rules
· Secure and Reliable: Data is protected and recoverable in cases of data loss.
· Instant Recovery, Restoration and Ease of Retrieval of lost files, applications, and data, with minimal/no manual intervention
· Scale your backup requirements based on your dynamic and changing business needs with ease
· Pay-per-Consumption model with no hidden egress or ingress charges
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Protect your data in the virtual, physical, and/or cloud environment. Kronicle’s solution enables you to create continuous, incremental, automatic, or snapshot-based backups to your data applications with ease and on a pay-per consume model
• Microsoft 365 Backup: Back up Microsoft 365 data (Exchange Online mailboxes, OneDrive, SharePoint Online sites)
• Physical Machine Backup: Create image-based, incremental backups of Windows-based or Linux-based physical servers and workstations.
• Cloud-based Backup: Create image-based, incremental backups of cloud-based instances, send backups or backup copies to public clouds
• Backup to Tapes: Send backup copies to physical tapes, tape devices or cartridges.
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                    DISASTER RECOVERY 
Perform near real-time replication, retrieval, and backup of your data at an off-site location. Data and applications remain available even if the primary location’s availability has been compromised.
• Replication from backup: Replicate your data and files directly from backups to reduce the load on the host, free up valuable resources. 
• Site Recovery: Create disaster recovery workflows and perform scheduled non-disruptive recovery testing, planned failover, emergency failover, failback, and data migration with one click. 









INSTANT RESTORATION & RECOVERY
Minimise the loss of data with instant recovery, replication and retrievals of your backup data and applications.
• Instant Recovery: Reboot from deduplicated backups
• Instant Physical to Virtual: Instant reboot from physical machine backups. 
• Instant File Recovery to Source: Browse, search, and instantly restore files and folders to their original location or any custom location. 
• Instant Recovery for Microsoft Exchange & Active Directory: Browse, search, and recover individual emails and other Exchange objects back to the original location. Browse, search, and recover individual users, user groups and other AD objects back to the original location. 

FLEXIBLE, SCALABLE, EASE OF MANAGEMENT
Kronicles kBackup provides a comprehensive and fully managed backup service offering. A simple, yet robust solution to deliver backup and disaster recovery as a service
· Centralised web-based management and Remote monitoring by Kronicles
· Combines the comprehensive cloud-based benefits with the security and performance of an on-premises environment
· Policy-Based Protection: Automatically back up and replicate machines that match policy rules
· Flexibly scale your backup requirements according to your business requirements

PROTECT AGAINST RANSOMWARE
Backup reliability and immediate recovery via replication in case of ransomware attack are greatly enhanced with Kronicle’s ransomware protection. 
• Air-gapped backups: Keep your backups and backup copies offline (tape, detachable NAS, USB drives, etc.) for ultimate ransomware protection. 
• Backup with S3 Object Lock: Create your backups and backup copies for as long as you need and ensure they remain protected from ransomware and malicious changes. 
• Two-Factor Authentication: Enable two-factor authentication to prevent hackers from accessing your data protection activities.

MULTI-TENANCY
Multi-tier and tenancy strategy and adoption solution where the on-premises appliance can be backup, restored and replicated instantly to an off-site location.

• Multi-Tenancy Instances: Create multiple isolated tenants within one product instance and manage them from a single web-based management module. 
• Offload data protection and recovery tasks to authorised personnel
• Mult-Tenancy Resource Allocation: Allocate data protection infrastructure resources (hosts, clusters, individual VMs, Backup Repositories) to authorised tenants






























 







Kronicles Asia
www.kronicles.asia
sales@kronicles.asia

51 Changi Business Park Central 2
The Signature #09-12
Singapore 486066

ABOUT KRONICLES ASIA
Kronicles is a leading-edge provider of enterprise data management solutions in Asia with the support of a unique and innovative business model built upon technologies that provide the ultimate protection for critical and sensitive data. Headquartered in Singapore, Kronicles addresses the growing challenges of data storage, backup and recovery in seven countries in Asia: Singapore, Philippines, Malaysia, Thailand, Indonesia, India and China. Kronicles Asia delivers a fully managed end-to-end solution with on-premise hardware, cloud-based dedicated connectivity or offsite data storage and replication as a fully managed service, paid for on a monthly basis. 
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